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Segal Cyber Advisor 
We offer multiple subscription levels so you can align the service to your goals, budget, staff and capabilities.  
Each subscription covers three years, which makes budgeting predictable. Whichever subscription level  
you select, the work is spread over three years to make it manageable.

Services Check Cover Control
Annual cybersecurity risk consultation   
Cyber liability insurance review   
DOL “best practices”-based cybersecurity risk assessment   
External network vulnerability scans   
Third-party vendor cybersecurity risk management   
Cybersecurity awareness training for employees   
Review of your cybersecurity policies  
National Institute of Standards and Technology (NIST)  
Cybersecurity Framework (CSF) cybersecurity risk assessment  

HIPAA Security Rule assessment  
Phishing testing  
Cybersecurity awareness training for key stakeholders  
Cybersecurity policies provided 
Network penetration testing 
Internal network vulnerability scans 
Web application scans 
Cybersecurity incident response “table-top” exercise 

 
Our fourth subscription level, Custom, allows you to fully customize your subscription! Select an individual service  
offered from a higher level if it makes sense for your organization and consider these add-on services:

 • Cybersecurity risk training tailored to specific roles in your organization

 • Cybersecurity champion program for non-security volunteers who receive additional training and incentives to  
represent security on the teams they lead

 • On-demand access to expert research and guidance on cybersecurity risk and remediation activities


